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LIFF (n.). A book, the contents of which are totally

belied by its cover. For instance, any book the dust jacket

of which bears the words. “This book will change your life.”

—Douglas Adams, The Meaning of Liff (1984)


